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INTERNATIONAL ELECTROTECHNICAL COMMISSION

FRAMEWORK FOR ENERGY MARKET COMMUNICATIONS -

Part 503: Market data exchanges guidelines for the IEC 62325-351 profile

FOREWORD

1) The International Electrotechnical Commission (IEC) is a worldwide organization for standardization comprising
all national electrotechnical committees (IEC National Committees). The object /of TE is to promote
international co-operation on all questions concerning standardization in the electric ectronic fields. To
this end and in addition to other activities, IEC publishes International Standard echnical §pecifications,
Technical Reports, Publicly Available Specifications (PAS) and Guides (hexe eferred Yo as “IEC
Publication(s)”). Their preparation is entrusted to technical committees; any IE 3 i }
in the subject dealt with may participate in this preparatory work.

2) The formal decisions or agreements of IEC on technical matters ex ¢ posgible, an international
consensus of opinion on the relevant subjects since each ica i épresentation from all
interested IEC National Committees.

3) IEC Publications have the form of recommendations fornt Mig and aré accepted by IEC National

Publications is accurate, IEC cannot be
misinterpretation by any end user.

4) In order to promote international uniformity i S i undertake to apply IEC Publications
transparently to the maximum extent posgible in th' i and regional publications. Any divergence

between any IEC Publication and the corres ar regional publication shall be clearly indicated in
the latter

5) IEC itself does not provide Nndependent certification bodies provide conformity
assessment services ang, i to IEC Jmarks of conformity. IEC is not responsible for any

6) All users should

7) No liability shall \ ire eniployees, servants or agents including individual experts and
members of its technjcal A C Mational Committees for any personal injury, property damage or
other damage of a ether direct or indirect, or for costs (including legal fees) and
expenses arising oul of_the “\publication, /Juse of, or reliance upon, this IEC Publication or any other IEC
Publications

8) Attention is iveyreferences cited in this publication. Use of the referenced publications is
indispens i

9) Attention is dxa e possibility that some of the elements of this IEC Publication may be the subject of
patent rigf held responsible for identifying any or all such patent rights

The main task EC technical committees is to prepare International Standards. In
exceptional circumstances, a technical committee may propose the publication of a technical
specification when

+ the required support cannot be obtained for the publication of an International Standard,
despite repeated efforts, or

» the subject is still under technical development or where, for any other reason, there is the
future but no immediate possibility of an agreement on an International Standard.

Technical specifications are subject to review within three years of publication to decide
whether they can be transformed into International Standards.

IEC/TS 62325-503, which is a technical specification, has been prepared by IEC technical
committee 57: Power systems management and associated information exchange.
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The text of this technical specification is based on the following documents:

DTS Report on voting
57/1370/DTS 57/1401/RVC

Full information on the voting for the approval of this technical specification can be found in
the report on voting indicated in the above table.

This publication has been drafted in accordance with the ISO/IEC Directives, Part 2.

A list of all parts in the IEC 62325 series, published under the genera ramework for

energy market communications, can be found on the IEC website.

The committee has decided that the contents of this publication
: invthe data

» transformed into an International standard,
* reconfirmed,

e withdrawn,

* replaced by a revised edition, or
*+ amended.

a later date.

IMPORTANT - The ‘c go \}\th\e/gover page of this publication indicates

that it contains_ calours i e vonsidered to be useful for the correct
understanding @s ontents\Usexs uld therefore print this document using a
colour printer.
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INTRODUCTION

This Technical Specification is part of the IEC 62325 series which defines protocols for
deregulated energy market communications.

The principal objective of the IEC 62325 series is to produce standards which facilitate the
integration of market application software developed independently by different vendors into a
market management system, between market management systems and market participant
systems. This is accomplished by defining message exchanges to enable these applications
or systems access to public data and exchange information independent of how such
information is represented internally.

The purpose of this technical specification is to provide th elinesto exshange the above
mentioned messages. A European market participant distributiomutilities, etc.) could

This Technical Specification represents\an i
electricity markets other than their nati

This Technical Specificatiq
Transmission System

9,
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Part 503: Market data exchanges guidelines for the IEC 62325-351 profile

1 Scope

This technical specification is for European electricity markets.

This document specifies a standard for a communication platform which/everyk Transmission
System Operator (TSO) in Europe may use to reliably and securely extRange doguments for
the energy market. Consequently a European market participant (trader, distrikution_utilities,
etc.) could benefit from a single, common, harmonized and se
exchange W|th the d|fferent TSOs thus reducmg the cost of byt

[ ]
Y interfaces mainly provide means to

send and receive dog > ADES network”. Every step of the
delivery process is acknow can request about the delivery status of
a document. This isNdone ) ment, which are messages returned back
to the sender. This|make ks usable for exchanging documents in business

processes r

e MADES also specifi > ices fop the business application (BA); the complexities of

The purp6 is t0 create a data exchange standard comprised of standard
protocol LUK st practices to create a mechanism for exchanging data over any
TCP/IP co b ietwork, in order to facilitate business to business information

d in IEC 62325-351 and the IEC 62325-451 series.

A MADES network acts as a post-office organization. The transported object is a “message” in
which the sender document is securely repackaged in an envelope (i.e. a header) containing
all the necessary information for tracking, transportation and delivery.

2 Normative references

The following documents, in whole or in part, are normatively referenced in this document and
are indispensable for its application. For dated references, only the edition cited applies. For
undated references, the latest edition of the referenced document (including any
amendments) applies.

IEC 61970-2, Energy management system application program interface (EMS-API) — Part 2:
Glossary

IETF RFC 1738, Uniform resource locators (URL), http://www.ietf.org/rfc/rfc1738.txt


http://www.ietf.org/rfc/rfc1738.txt
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IETF RFC 3110, RSA/SHA-1 SIGs and RSA KEYs in the domain name system
(DNS), http://www.ietf.org/rfc/rfc3110.txt

IETF RFC 4122, A universally unique identifier (UUID) URN namespace,
http://www.ietf.org/rfc/rfc4122. txt

ITU-T Recommendation X.509, Information technology - Open systems interconnection - The

directory: Public-key and attribute certificate frameworks, http://www.itu.int/rec/T-REC-
X.509/en

@%
S


http://www.ietf.org/rfc/rfc3110.txt
http://www.ietf.org/rfc/rfc4122.txt
http://www.itu.int/rec/T-REC-X.509/en
http://www.itu.int/rec/T-REC-X.509/en



